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WHO WILL ATTEND?
Achieving security excellence in the cyber arms

race

Managing the human factor: Building resilience

in the business’s greatest vulnerability 

Assessing and managing cyber risks in a

connected world 

Profiling prominent threat actors: behaviours,

capabilities and motivations
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8:30AM

12:00PM PRESENTATION

9:00AM

12:30PM

1:50PM

3:50PM

4:50PM

10:20AM CASE STUDY

10:50AM  

11:20AM PANEL DISCUSSION

9:10AM    OPENING KEYNOTE
1:10PM

3:20PM

9:40AM PANEL DISCUSSION

REGISTRATION & REFRESHMENTS

WELCOME REMARKS

LUNCH & NETWORKING

PANEL DISCUSSION

CLOSING REMARKS FOLLOWED BY
NETWORKING DRINKS

EVENT CONCLUDES

INTERACTIVE WORKSHOPS

Fireside Chat

Assessing the global geopolitical stage and it’s
influence on the cyber threat landscape

Cyber Intrusion Decoded: Developing a holistic risk
mapping framework 
Uplifting application resilience with continuous
software supply chain monitoring and vulnerability
minimisation
Turning Insights into Action – Engaging Key
Stakeholders on Cybersecurity Leadership
Protecting again Identity based AI attacks
Defending Against the Next Generation of Phishing
and Ransomware Attacks
Proactive Cyber Defense: Harnessing AI and
Automation to Outpace Evolving Threats

Reviewing contemporary cyber breaches and the true
meaning of cyber resilience 

Justin Ong, Chief Information Security Officer & 
Chief Privacy Officer, APAC, Panosonic

Managing the human factor: Building a culture of shared
cyber responsibility

Can cyber security awareness programs keep up with
increasingly sophisticated social engineering?
Incorporating governance and adaptive technical
controls for effective insider threat management
Mitigating cyber risk through human psychology and
baviour patterns
Shifting culture to embed cyber hygiene in every
department 

Kelvan Siew, Senior Vice President, Cyber Security
Compliance & Governance, DBS Bank
Ang Leong Boon, Head of IT Security, National University of
Singapore
Sreehari Padmanabhan, Head of Cyber Risk International,
Bank of America
Tien San Chng,  Director Cyber Security Operations, Temasek

Integrating next generation vulnerability management

Cyber security leadership in a dynamic threat
landscape

Assessing and managing third party and supplier risks in a
connected world

Determining critical suppliers and associated risk
exposure
Best practice in ongoing auditing, assessment and
monitoring intervals
Devising standards to contain third party and suppliers
risks post assessments

Tyler Tang, Secretary, ISC2, Singapore Chapter
Eric Wong, Head of IT Security, Director CIEA, Synapxe
Hwee Cher Tan, Group Head of Information Security & Data
Governance,  CGS International Securities 
Prashanth Sulegaon, Senior Cyber Security Manager, Third
Party Cyber Risk, Grab
Christopher Lek, Director of Cyber Security, Nanyang
Technological University

Achieving security excellence in the cyber arms race

What does best in class cyber security look like in 2025?
Anticipating regulation and unpacking the evolving
responsibility of cyber leaders
Implementing and testing recovery and business
continuity strategies
Instilling resilience in all business units through
converged security

Aniket Kulkarni, Global Group CISO & Vice President of Data,
Circles
Lim Han Kiong, Deputy Commander Defence Cyber
Command & CISO, Singapore Armed Forces
Anthony Lim, Director, Centre for Strategic Cyber Space &
International Studies

Cyber Resilience Summit Singapore
AGENDA

3:00PM 

 MORNING TEA & NETWORKING

AFTERNOON TEA & NETWORKING

2:30PM PRESENTATION
Exploring the implications of great quantum leap


