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KEY TOPICS WHO WILL ATTEND?
o Achieving security excellence in the cyber arms e CISOs
race e ClOs
e Managing the human factor: Building resilience e Heads of Information Security
in the business’s greatest vulnerability e Heads of Cyber
¢ Assessing and managing cyber risks in a e Heads of IT

connected world o Heads of Technology Risk
¢ Profiling prominent threat actors: behaviours,

capabilities and motivations



SUMMIT AGENDA

WEDNESDAY, MARCH, 12TH

8:30 REGISTRATION, COFFEE & NETWORKING

9:00 WELCOME REMARKS FROM CHAIRPERSON

9:10 KEYNOTE: CYBER CRIME AND CYBER CRIMINALS-
THREATS AND TACTICS

Charlie Mcmurdie, Former Head of Law Enforcement
National Cyber Capability, Police Central e-Crime Unit,
Metropolitan Police, United Kingdom (Virtual)

9:40 PANEL DISCUSSION: ACHIEVING SECURITY
EXCELLENCE IN THE CYBER ARMS RACE
¢ What does best in class cyber security look like in
20257
¢ Anticipating regulation and unpacking the evolving
responsibility of cyber leaders
¢ Implementing and testing recovery and business
continuity strategies
¢ Instilling resilience in all business units through
converged security

Jen Stockwell, National Security & Geopolitical Risk
Principal, Telstra

Xavier O’Malley, Assistant Director, Cyber Engagement,
Department of Home Affairs

Stuart Noom, Executive General Manager, Cyber Security,
Carsales

Samrat Seal, Group Manager, Transformation, Delivery &
Governance, Cyber Security, Kmart

Moderator: Michael Bovalino, Enterprise Sales Director,
Semperis

10:20 PRESENTATION: LESS SPEND, MORE SECURITY:
OPTIMIZING TOOLS & REDUCING COSTS IN 2025
Jenna Eagle, Director, Solutions Engineers ANZ, Cribl

10:50 MORNING TEA & NETWORKING

11:20 INTERACTIVE SCENARIO

In your tables, put yourself in the shoes of a
malicious actor and come up with a plan of attack

11:40 PANEL DISCUSSION: MANAGING THE HUMAN
FACTOR: BUILDING RESILIENCE IN THE BUSINESS'’S
GREATEST VULNERABILITY

e Can cyber security awareness programs keep up with
increasingly sophisticated social engineering?

¢ Incorporating governance and adaptive technical
controls for effective insider threat management

¢ Mitigating cyber risk through human psychology and
baviour patterns

¢ Unifying people process and technology and exploring
opportunities to bench mark risk reduction from
security programs

Laura Hartley, Head of Group Security Culture & Advisory,
NAB

Tara Whitehead, Security Engagement Manager, MYOB
Laura Christie, Senior Security Culture and Trust Manager
Bupa

Emily Woodhams, Cyber Security Engagement Manager,
University of Melbourne

Moderator: Kisso Diall, General Manager, APAC Sales,
Bitsight

12:20 CASE STUDY: CYBERSECURITY & LEADERSHIP IN A
DYNAMIC THREAT LANDSCAPE

Cornelius Mare, Chief Information Security Officer AU,
Fortinet

12:50 LUNCH & NETWORKING

1:30 INTERACTIVE WORKSHOPS

e Cyber Intrusion Decoded: Developing a Holistic Risk
Mapping Framework

¢ Not Another Tool! Effective Cyber Defense Using What
You've Got

e Turning Insights into Action - Engaging Key
Stakeholders on Cybersecurity Leadership

e Protecting Against Identity Based Al Attacks

e From Data Overload to Decisive Action: Mastering
Security Intelligence

o Digital Resilience: Best Practice in Protecting Your
Most Critical Assets

2:10 PANEL DISCUSSION: ASSESSING AND MANAGING
THIRD PARTY AND SUPPLIER RISKS IN A CONNECTED
WORLD

e Determining critical suppliers and associate risk
exposure
¢ Unpacking effective identification of key parties,
contractors, vendors
e Best practice in ongoing auditing, assessment and
monitoring intervals
Nick Maccallum, Head of Cyber Security Yarra Valley
Water
Raj Siva, Senior Manager- Security Strategy &
Architecture, AustralianSuper
Jerome Brown, Head of IT: Cyber Security & Risk, Country
Road
Paul Gerloff, Head of Cyber Security, John Holland
Moderator: Justin Laughlin-Hyde, Regional Director,
KY3P, Commercial & Customer, S&P Global

2:50 CASE STUDY: FROM INVESTIGATING LOCAL CRIMES
TO SAFEGUARDING NATIONS: A PERSONAL CYBER
RESILIENCE JOURNEY

Max Vetter, Vice President of Cyber, Immersive Labs

3:20 AFTERNOON BREAK & NETWORKING

3:40 KEYNOTE PRESENTATION: BUILDING RESILIENCE IN
AUSTRALIA'S CRITICAL NETWORKS

Heidi Hutchinson, a/Assistant Director General, Cyber
Uplift, ASD

4:10 CLOSING REMARKS FOLLOWED BY NETWORKING
DRINKS

4:20 NETWORKING DRINKS

5:20 EVENT END




