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WHO WILL ATTEND?
Aligning Business Priorities and Board

Expectations with Security Realities 

Adopting An Antifragile Approach to Cyber

Strategy 

Identifying Security Objectives, Principles,

Patterns, And Controls to Support Business Goals

Balancing Organisational Agility & Innovation

with Cyber Security Priorities
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8:30 REGISTRATION, COFFEE & NETWORKING

9:00 WELCOME REMARKS FROM CHAIRPERSON

9:10 ATTENDEE SPOTLIGHT
Share how you would respond to the e.g provided 

9:40 PANEL DISCUSSION : BEYOND RESILIENCE:
ALIGNING BUSINESS PRIORITIES AND BOARD
EXPECTATIONS WITH SECURITY REALITIES

Adopting an antifragile approach to cyber strategy 
Integrating strategic cyber priorities through all cyber
units 
Finding common ground between board expectations
and cyber realities 
Ensuring cyber resilience informs business continuity

Finnian Bourke, Senior Cyber Security Manager,
Department of Defence
Sanja Marais, Chief Technology & Security Officer, Aspen
Medical
Calvin Goulding, Chief Information Officer, G8 Education
Moderator: David Watt, Account Director, Thales

10:20 CASE STUDY: ATTACK TRENDS - HOW PHISHING AS
A SERVICE AND AI HAVE REVOLUTIONISED EMAIL
BOURN ATTACKS

11:00 MORNING TEA & NETWORKING

11:30 PANEL DISCUSSION : ARCHITECTING SECURITY
EXCELLENCE: IDENTIFYING SECURITY OBJECTIVES,
PRINCIPLES, PATTERNS, AND CONTROLS TO SUPPORT
BUSINESS GOALS

Using unique business requirements to inform security
architecture and support organisational objectives
Opportunities to mature cyber operations with
monitoring & automation
Consolidating vendors and managing tool sprawl
Adopting, deploying & integrating diverse technology
seamlessly with security controls

Alvin Rubyono, Head of Security Engineering &
Operations, Origin Energy
Jack Cross, Chief Information Security Officer, QUT
Helen Francis, Head of Technology, Security Architecture
& Engineering, Tabcorp
Moderator: Adam Saul, Solution Engineer, Netskope

12:10 CASE STUDY: "IT'S ALL GOOD" ISN'T GOOD ENOUGH:
CHALLENGING AUSTRALIA'S DATA MANAGEMENT
STATUS QUO 

12:40 LUNCH & NETWORKING

SUMMIT AGENDA
THURSDAY, MAY 9TH

1:30 INTERACTIVE WORKSHOPS

2:10 PANEL DISCUSSION : BALANCING ORGANISATIONAL
AGILITY & INNOVATION WITH CYBER SECURITY
PRIORITIES 

Understanding the impact of emerging technology on
your security posture
Assessing the evolving threat landscape in innovative
business environments
Challenges & considerations for AI as an adversary & in
cyber defence
Knowing your cyber responsibilities & striving for
resilience through the Essential 8

Jessica Gomes, Head of Cyber Security, Grant Thornton
Glenn Dickman, Director of Security, Griffith University
Marc Reinhardt, Director of Cyber Security and IT Risk,
Icon Group
Moderator: Michael Wells, Director Alliance Channels,
Adlumin

3:40  KEYNOTE PRESENTATION: ROADMAP TO
RESILIENCE- LESSONS IN CRISIS FROM THE BALI
BOMBING AND THE THAILAND TSUNAMI RESPONSE

2:50 CASE STUDY : TRANSCENDING SECURITY:
CYBERSECURITY AS THE BACKBONE OF BUSINESS
REINVENTION AND RESILIENCE

3:20 AFTERNOON TEA & NETWORKING

Risk to resilience: Threat hunting and forensics after a
cyber incident
How to Leverage Threat Insights to Identify & Defend
your most Vulnerable People
Assessing and combating the evolution of identity
fraud while uplifting authentication experiences
Not Another Tool! Effective Cyber Defense Using What
You’ve Got
Cyber Resilience: Has ‘Expect the Breach’ Become
Your Best Practice?
Analysing contemporary forms of identity based
attacks and methods to defend against them
Efficiency Unleashed: Mastering Alert Fatigue,
Automation, and Proactive Threat Detection

4:10 CLOSING REMARKS FOLLOWED BY NETWORKING
DRINKS 

5:10  EVENT END 

10:50 SPEED NETWORKING

Peter Baines OAM, Former Detective Inspector, Forensic
Services Group, NSW Police Force

Antonio Rancan, Cyber Specialist, Abnormal Security

Prashanth Sree, Head of Enablement APJ, Zscaler

Carl Duncan, General Manager, WyldLynx


